X=mR3097)

Broadsword-3.1-SYSIMG-20 Sept 02

FINAL

Appendix A - Plugin
Worksheets

Provided in this Appendix are sample worksheets for each source
plugin that is available. Specifically, plugins are currently provided to
access the following sources:

Air Force Weather (WX)

Air Order of Battle Database (AODB)

Automated Logistics Information to the AOC (ALIA)
Automated Message Handling System v3.6 (AMHS36)
Demand Driven Direct Digital Dissemination (5D)
Electronic Intelligence (ELINT)

Facilities Infrastructure Engineering System (FIRES)
Image Product Library v1.0 (IPL)

Image Product Library v2.1 (IPL21)

Image Product Library v2.5 (IPL25)

Image Product Library v3.0 (IPL30)

Imagery Exploitation Support System (IESS)
InfoSphere Management System (ISM)

Intelink-Hydra (INT)

Intelink-Meta Search (META)

Military Equipment Parametric and Engineering Database
(MEPED)

Military Integrated Data Base (MIDB)

Moving Target Indicator (MTIX)

Moving Target Indicator Real Time (MTIX RT)
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Air Force Weather (WX)

Add New WX Source

Air Force Weather
Description

IAir Force Weather Source

Clueny Max Hits |D

Air Force Weather URL |htlp:,-’,-’h05tname:8[l

Access Permission " - =
e IDDntOvernde J
Access Contral: IND ACCESS j

This field describes Ajr Force Weather, This will appear in the
preferences section of the client.

This field specifies the max number of hits to return for & queny. If
zero, then there is no limit.

This field describes the URL for the Air Force Weather Weh
Server

This field is used to temporarily overide source access that was
granted to users via the User/Group Privileges Administrator
functions.

This denotes whether to allow no users. only Local users. ar All
users access to this source.

Figure A-1- Add New WX Source

A-2
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Air Order of Battle Database (AODB)

Add New AODB Source

A0DB Description

IAODB Source

Cluery Max Hits ID

Metwork Security Level IT =

A0DE Oracle

Tnenames Entry IAODB

ADDB Database Login |f|xrps

Access Pemission

Cheertide IDDn't Owerride

AODB Database I
Password

Access Control:

Itern Description

This field describes the AQDE. This will appear in the
preferences section of the client.

This field specifies the max number of hits to return for a query. If
zero, then there is no limit.

This field will determine the security classification of the returned
hits.

This field epecifies the name in the Cracle insnames.ora file the
aodb_pluginwill use to connect to the ACDE Cracle Senver.
This field specifies the database login the aodb_plugin will use
o Login to the ACDE database

This field is used to temporarily overide source access that was
granted to users via the User{Group Privileges Administrator
functions

This field specifies the database password the aodb_plugin will
use to Login to the AODE database.

This denotes whether to allow no users, only Local users. ar All

Mo Access i .
I J users access to this source.

Figure A-2- Add New AODB Source

Note: The AODB Database Login needs to be set up on the AODB server with
the same permissions as the user fIxrps.

Note: Both AODB and FIRES are backside sources that that require
configuration in addition to that provided in the “Backside Sources”
section of the interface. After adding the FIRES or AODB source, telnet
into the Broadsword server, su to root and execute the following:

# cd /opt/bswd3.0/odbc/oracle7/network/admin
# vi tnsnames.ora

In this file, there will be a record for the FIRES or AODB source. The
IP address and port number listed should be the same as the IP and port
numbers listed on the source’s server. For more information on how to
get this information from the source’s server, contact your local
administrator for that data source.

A-3




Broadsword-3.1-SYSIMG-20 Sept 02

FINAL

Automated Logistics Information to the AOC
(ALIA)

Ad

t

1SS0

Add Wew ALIA Source

ALTA Description

ouern Max Hits

Hetwork security Level

ALIA oracle IP Address

ALIA oracle Port

ALIA 0racle SID Instance

ALIA Database Login

Access Pemmission override

Database Password

Access control

HEszl

EBASE

Blmdb

Don’t Gverride

= |

Mo Access |

This field deseribes the ALTA. This will appear in the preferences
section of the client.

This field specifies the max number of hits to retwmn for a query. If
zero, then there is mo limit.

This field will detemine the security classification of the retwrned
reparts.

This f£ield specifies the IP Address of the ORACLE secver the
alia_plogin will use to connect to the ALTA database

This f£ield specifies the port of the ORACLE server the alia plugin
will nse to Comnect to the ALIA database.

This field specifiec the name in the oracle tnsnames.ora file the
alia plugin will use to comnect to the ALIA Oracle Server.

This field specifies the database login the alia plugin will use to
Login to the ALIA database

This field is used to temporarily override source access that was
granted to users wia the User/Group Privileges Administrator
functions

This f£ield specifies the database password the alia plugin will use to
Login to the ALIA database.

This denotes whether to allow no nsers, only Local users, or all users
acoess to this source.

Reset Form Cancel

Figure A-3- Add New ALIA Source

A4
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Automated Message Handling System v3.6
(AMHS36)

Add New AMHS36 Source

ration ltern

AMHS Description |AMHS I8 Source This field describes the AMHS. This will appear in the
preferences section of the client.

Query Max Hits IU This field specifies the max numbier of hits to return far a query. [f
zero, then there is no limit.

AbHE LEL Ihﬂp.j:’hustﬂame a0 This field describes the UEL for the AMHS YWeb Server.

Ancess Permission This field is used to tempararily overtide source access that was

S R IDDn't Owerride j granted to users via the User/Group Privileges Administrator

Owerride
functions.

Access Control: Im' This denotes whether to allow no users, only Local users, or All

users access to this source.

Figure A-4-Add New AMHS36 Source

Note: When a new AMHS36 source is configured, the Access Control
parameter should not be set to Local and Remote Users. This constraint
will be forced by the system in a future release of Broadsword.

A-5
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Demand Driven Direct Digital Dissemination (5D)

Session  Searching Administration

Add New 5D Source |

This field describes the 50, This will appear in the preferences
section ofthe client.

5D Desctiption |5D Source

This field specifies the max number of hits to return for a query. If
zero, then there is no limit.

This field specifies the IP Address of the SYBASE server the
5d_plugin will use to Connect to the 50 database.

This field specifies the port of the SYBASE serverthe 5d_plugin
will use to Connectto the B0 database.

This field specifies the name of the SYBASE Database the
Bd_plugin will use to Connect to the 50 database.

Query Max Hits ID

5D Syhase IP Address |

5D Sybase Port 2025

5D Distabase Mame  [FWED_DB

I This field specifies the database login the 5d_plugin will use to

D) Detlaes Lo Login to the 50 database.

This field is used to temporarily override source access that was

(HEEEES (R S IDUn't Owerride vl granted to users via the User/Group Privileges Administratar
Overice functions

This field specifies the database password the 5d_plugin will
use to Login to the 50 detabase.

Access Contral: Mo Access This denotes whether to allow no users, only Local users, or All
I vl .
: users access to this source.

50 Database Password |

Reset Farm Cancel

Figure A-5-Add New 5D Source

Notes: The 5D Database Login needs to be created on the 5D server. This
sybase user needs to default to the FIVED DB database. Within the
FIVED DB database assign the user the 5D specified group sel_only,
which is part of the baseline system.

Sybase will not accept a database login name that begins with a numeric
digit. For example, use FIVED not 5D.

A-6
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Electronic Intelligence (ELINT)

Add New ELINT Source

Elint Steam Description IE\int Stream Source This field describes Elint Stream. This will appear in the

Elint TCP/IP Part

ElintIF address

preferences section of the client

I This is the TCR/IP portwhere the ELINT Senver is running

I Thizg ig the IF Address where the ELINT Server is running

Access Permi
Owertide

Access Contral:

ion

This field is used to temporarily override source access thatwas
|D0n't Orerride j granted to users viathe User/Group Privileges Administratar
functions

This denaotes whether to allow no users, onky Local users, ar All
IND Access 'I

ugers access to this source

Figure A-6 Add New ELINT Source

A-7
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Facilities Infrastructure Engineering System
(FIRES)

Add New FIRES Source

ticn lterm “alue Item Description

This field describes the FIRES system. This will appear in the

FIRES DT IFlRES Source preferences section of the client.

Query MexHits ID This field specn!esthg maxnumberofhltsto return for a queny. If
zero, then there is no limit

FIRES Oracle |FIRES This field specifies the name in the Oracle thsnames ara file the

Thehames Entry fires_plugin will use to connectto the FIRES Oracle Server

This field specifies the database login the fires_plugin will use 1o

FIRES Database Login If\resfdbfacct g i FIRES sletisbims,

This field is used to temporarily override source access that was

AEEEES Pl |DDn't Owerride j granted to users via the User/Group Privileges Administrator
Owverride .
functions.
FIRES Database I This field specifies the database passward the fires_plugin wil
FPassword use to Login to the FIRES database.
AgEes Camial IW' This denotes whel_hertcu allow no users. only Local users. or All
users access to this source

Figure A-7-Add New FIRES Source

Note: Both AODB and FIRES are backside sources that that require
configuration in addition to that provided in the “Backside Sources”
section of the interface. After adding the FIRES or AODB source, telnet
into the Broadsword server, su to root and execute the following:

# cd /opt/bswd3.0/0dbc/oracle7/network/admin
# vi tnsnames.ora

In this file, there will be a record for the FIRES or AODB source. The
IP address and port number listed should be the same as the IP and port
numbers listed on the source’s server. For more information on how to
get this information from the source’s server, contact your local
administrator for that data source.

A-8
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Image Product Library v1.0 (IPL)

Session  Searching Administration

Add New IPL Source =

This field describes the IFL. This will appear in the preferences
section afthe client.

IFL Description |IPL1.D Source

This field specifies the max number of hits to return far a guery. If

ey by el i ID zero, then there is na limit.

I This field specifies the IF address the ipl_plugin will use to connect

IPL Host|P Address tathe IPL "por” process.

Thiz is the TCR/IF port that the ipl_plugin will use to connect to the
IPL"per" process.

This is the site name of the IPL to guery. This should match the IPL
Site Marme as configured inthe IPL download file.

This is the I[P address of the IPLto gquery. This should match the IFL
P Address as configured in the IPL download file.

IPLTCR{IF Port IEDD4

IPL Site Marme f

IPL HostIP Address |

I This is the directory path where users manually fip files which will

Fulali (s Dlizciag be reviewed by the Catalog manager.

IPL Order Status Port |EDD? This is the portthat IPL will send status messages to after a order

request.
Harvest TCR/IF port |BED1 This is the TCR/IF port that the Harvest daemon is using.
Farmat Conwversian IE, Ifthis field is setta 'Y, then Broadsword will perform all
Flag comversionfcompression.
IFL Account |ipamngr This is the IPL account Broadsword uses to connectto IPL.
Access Parmission This field is used to temporarily override source access that was

: |D0n't Owerride LI granted to users via the User/Group Privileges Administratar

Crearride :

functions.
IFL Fassword | This is the IPL password Broadsword uses to connectto IPL.
Access Contral: Mo Acceos LI This denates whether to allow no users, anly Local users, or All

users access to this source.

L

Reset Form | Cancel

Figure A-8-Add New IPL Source

A-9
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IPL 2.1 Descriptian

This field describes the IPL 2.1. This will appear in the
preferences section ofthe client.

Thig field specifies the max number of hits to returm for & gquerny.

Al ]U If zern, then there is no limit
IPL 2.1 HostIP Addrass I This field specifies the |P address the ipl21_plugin will use to
‘ connectto the IPL "porpers” process.
IPL 21 TOR/IP Part ISBBD This is the TCP/IP port that the ipl21 _plugin will use to connect
tothe IPL"porpers process.
¥ Thig is the site name of the IPL to queny. This should match the
[P Sl st I IPL Site Marme as configured in the IPL download file
Thig is the |F address of the [PLto guery. This should match
lhiosblzgitioos ’ B A e i o g e Bl e e
. i This is the directory path where users manually fip files which
e IFmIeiEeTs ’ will e reviewed by the Catalog manager
IPL2.1 Catalog Ingest Ares I g;::cliltgi?tl:’dmy pathto place files being cataloged fora
|PL Order Status Port ISUU? ;Bse;srégigsotmhat IFL will send status messages to after a
IPL 2.1 Account ’ This is the IPL account Broadsword uses to connectto IPL
This field specifies the |P Address ofthe SYBASE server the
Inbil sEras Resklies ] ipl21_plugin will use to Connectta the IPLZ1 datahase
This field specifies the port of the SYBASE serverthe
[FLE R e Pl ]BEDD ipl21_plugin will use to Connectto the ipl2] database.
Thig field specifies the name of the SYBASE Database the
\FLE Dl IIPLEDdb inl21_plugin will use to Connectto the lpl21 database
This field specifies the |P Address ofthe SYBASE S05
l;:é;r‘spafdsdﬁsa;e ] server the ipl21_plugin will use to Connect to perform
Geographic queties.
This field specifies the port of the SYBASE 505 serverthe
B s ;8400 ipl21 _plugin will use to Connectto perorm Geographic

Server Port

IPL 2.1 Database Login

Access Permission
Owerride

IPL 2.1 Passwaord

IPL 2.1 Database
Passwordl

Access Control

1Don‘t Owverride

=l

|
]NU Access vi

queries.

This field specifies the databiase lagin the ipl21_plugin will
use to Lagin ta the IPL21 database.

Thig field is used to tempararily override source access that
was granted to users via the User/Group Privileges
Administrator functions.

Thig is the IPL password Broadsword uses to connect to [PL.

This field specifies the database password the ipl21_plugin
will use 1o Login to the IPLET database

Thig denotes whether to allow no users, only Local users, or
All users access to this source

|4

Fleset Farm | Cancel | ‘

Figure A-9-Add New IPL21 Source

Note: On the IPL server create a Sybase user to have select only permissions on the
desired LPA database user-defined tables. Since the baseline system does not supply a
Sybase-defined group, it is recommended that one be created for use thereafter.
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Imagery Product Library v2.5 (IPL25)

nfiguration lem

IFL 2.6 Description
Query hMax Hits

IPL 2.5 Host IP Address
IFPL 2.5 TCF/IF Fort

IPL 2.5 Site Mame

IPL Haost IP Address

Public Ftp Directony

[PL25 Source

This field describes the IFL 2.5. This will appear in the
preferences section of the client.

o

This field specifies the max number of hits to return for a guerny.
If zero, then there is na limit.

This field specifies the IP address the ipl25_plugin will use to
connectto the IFL "perpers" process.

|5330

This is the TCP/IP port that the ipl25_plugin will use to connect
ta the IFL "perpers" process.

This is the site name of the IPL to query. This should match the
IFL Site Mame as configured in the IFL download file.

This is the IP address of the IFL to query. This should match
the IFL IF Address as configured in the IFL download file.

This is the directony path where users manually fip files which
will be reviewed by the Catalog manager.

IFL 2.5 Catalog Ingest Area i

IFL Order Status Part

IPL 2.5 Account

This is the directory path to place files being cataloged for a
particular LPA.

|s0n7

This is the port that IPL will send status messages to after a
order request.

This is the IPL account Broadsword uses to connectto IPL 2.5

IPL 25 Sybase IP Address |

IPL 2.5 Sybase Port
IFL25 Database Mame

IPL 2.5 505 Sybase
Server IP Address

IPL 2.6 505 Sybase
Server Paort

IPL 2.5 Database Login

Access Permission
Override

IFL 2.5 Password

IPL 2.5 Database
Password

Access Control:

This field specifies the IF Address of the SYBASE serverthe
Ipl25_plugin will use to Cannectto the IPLE.S database.

Jaz0n

This field specifies the port of the SYBASE serverthe
IpI25_pluginwill use to Cannect to the ipl2.5 database.

[PL20dR

This field specifies the name of the SYBASE Database the
ipl25_plugin will use to Cannect ta the [pl2.5 database.

This field specifies the [P Address of the SYBASE 505

senverthe ipl2b_plugin will use to Connectto perfarm
Geographic gueries.
This field specifies the port of the SYBASE 305 server the

|a400

ipl25_plugin will use to Connect to perform Geographic
gueries

lDon't Owerride

This field specifies the database login the ipl25_plugin will
use to Login to the IPL2.5 database.

This field is used to tempaorarily override source access that
was granted to users via the User/Group Privileges
Adrministrator functions.

This is the IPL password Broadsword uses to connect to [PL
25,

|
iND ACCESS ___

This field specifies the database password the ipl25_plugin
will use to Login to the IPL2 5 database

This denotes whether to allow no users. only Local users, or
All users access to this source.

Ll

Note:

Feset Farm | Cancel

Figure A-10-Add New IPL2S Source

On the IPL server create a Sybase user to have select only permissions

on the desired LPA database user-defined tables. Since the baseline
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system does not supply a Sybase-defined group, it is recommended that
one be created for use thereafter.
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Imagery Product Library v3.0 (IPL30)

Session

Searching

Administration

Add New IPL30 Source

Configuration tem

IFL 3.0 Description
Query Max Hits

IPL 3.0 Site Marme
IFL Host IP Address

Public Ftp Directory

IPL 3.0 Catalog Ingest
Area

IFL 3.0 Account

Access Permission
Owerride

IPL 3.0 Password

Access Contral:

IDDn't Owerride 'I

|
IND Access vl

This field describes the IPL 3.0. This will appear in the
preferences section of the client.

This field specifies the max number of hits ta return far & query. If
zero, then there is no limit.

This is the site name of the IPL to query. This should be the LPA
name configured at the IPL.

This is the IP address ofthe IPL to queny.

This is the directory path where users manually fip files which will
be reviewed by the Catalog manager.

This is the directory path to place files being cataloged far a
particular LPA,

This is the IPL account Broadsword uses to connectto IPL 3.0.

This field is used to temporarily override source access that was
granted to users via the User/Group Privileges Administrator
functions.

This is the IPL password Broadsword uses to connect to IPL 3.0.

This denotes whether to allow no users, only Local users, or All
users access to this source.

Note:

Reset Form | Cancel

On the IPL server create a Sybase user to have select only permissions

on the desired LPA database user-defined tables. Since the baseline
system does not supply a Sybase-defined group, it is recommended that
one be created for use thereafter.

Note:

The IPL 3.0 site name can be determined by executing the following

command: $BSWD_HOME/bin/GetIplLpaNames.csh
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Imagery Exploitation Support System

Session  Searching Administration

Add New IESS Source

Configuration ltem

IESS Description

Query Max Hits

Exploitation Database MName

Exploitation Sybase [P
Address

Exploitation Swhase Port

Imagery_Coverage Database
MName

Imagery_Coverage Sybase IP
Address

Imagery_Coverage Sybase
Fart

IR Database Mame

lIF Syhase IP Address
IR Syhase Port

|IESS Syhase Login

Access Permission Override

|IESS Database Password

Access Contral:

;IESS Source

o

iEprDitatiDn

ilmagery_CDverage

jDon't Crerride v!

|
iND ACCESS v;

This field describes the IESS. This will appear in the
preferences section of the client.

This field specifies the max number of hits to return far &
query. If zero, then there is no limit.

This field describes the name of the IESS Exploitation
Database. This is used by the iess_plugin to perform a
query.

This field describes the IP Address of the Syhase Server
which the iess_plugin will use to access the Exploitation
database.

This field describes the port of the Sybase Serverwhich
the iess_plugin will use to access the Exploitation
database.

This field describes the name of the IESS
Imagery_Coverage Database. This is used by the
iess_plugin to perorm a queny.

This field describes the |p Address of the Sybase Server
which the iess_plugin will use to access the
Imageny_Cowverage database.

This field describes the port of the Sybase Senverwhich
the iess_plugin will use to access the Imagery_Coverage
database.

This field describes the name of the IESS IR Database.
This is used by the iess_plugin to retrieve IR and target
repons.

This field describes the Ip Address of the Syhase Server
which the iess_plugin will use to access the lIR database.
This field describes the part of the Syhase Serverwhich
the iess_plugin will use to access the IR database.

This field specifies the database login the iess_plugin will
use to Login to the [ESS databases.

This field is used to temporarily override source access
that was granted to users via the User/Group Privileges
Adrninistrator functions.

This field specifies the database passward the
iess_plugin will use to Login to the IESS database.

This denotes whether to allow no users, only Local users,
or All users access to this source.

Feset Farm | Cancel

Figure A-12-Add New IESS Source

Note: The [ESS Sybase Login must be created on the IESS server. This Sybase
login must have access to the Imagery Coverage, Exploitation and IIR
databases. In each of these databases, assign this user to the IESS
defined rogrp group, which is part of the IESS baseline.
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In addition, this Sybase login requires execute permission on the
following stored procedures in each database:

In the Exploitation database:
- Fac_s_11532_002
- FacilityGeo_s 14012 006
- FacRgnmt js 11050 007
- Ins_s_11532_001
- InstGeo_s_ 14012 006
- Interimlmage i 14012 003
- InterimTarget i 14012 008

In the Imagery Coverage database:
- Hoc_js_11050_ 013
- HocCGeo_s_14012_006
- ImageGeo_s 14012 006
- Target_Qvy_i_14012_007

In the IIR database:
- lir_s 11050 _001
- lir_s 11050 _002
- lir_s _11050_003
lir_s 11050_005
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InfoSphere Management System (ISM)

| Add New ISM Source

onfiguration ltem
ISM Descriplion IISM Source ;nglgi\gfctiﬁ;g:gﬁts the ISM. This will appear in the preferences
Queny Max Hits ID This field specifies the max number of hits to return for a query. If
v zero, then there is no limit.
ISk LIRL |http:f,"hostname:80 This field describes the URL for the |5M Web Server.
P on This field is used to temporarily override source access thatwas
o= T IDDn'i Owerride j granted to users via the User/Group Privileges Administrator
Creerrice functions
Accass Cantral: |N0 - j This denotes whether to allow no users. only Local users. or All

users access to this source.

Figure A-13- Add New ISM Source
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Intelink-Hydra (INT)

Add New INT Source

onfiguration ltem

Intelink-Hydra
Description

Cluery hax Hits

Intelink-Hydra URL

IInteImk—Hydrﬁ Source

This field describes Intelink-Hydra. This will appesar in the
preferences section of the client

o

This field specifies the max nurnber of hits to return for a queny. If
zero, then there is no limit.

Ihttp:,","hostname:ﬁtl

This field describes the LIRL for the Intelink-Hydra \Wehb Server.

This field is used to temporarily override source access that was

Access Permission

- |D0n't Owverride j granted to users via the User/Group Privileges Administrator
Owverride "
functions
Access Control |ND — j This denotes whether to allow no users, only Local users, or All

Note:

users access o this source.

A-14-Add New INT Source

The SIPRNET Intelink-Hydra URL has changed. As of the date of
publication of this document, the URL is http://search.ismc.sgov.gov
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Intelink-Meta Search (META)

Add New META Source

onfiguration tem

heta Search This field describes Meta Search. This will appear in the

|Meta Search Source

Description preferences section of the client.

Queny Max Hits ID This field specifies the max nurnber of hits to return for & queny. If
i zero, then there is no limit

heta Search URL Iht'tp:,-",-"hostname:ﬁtl This field describes the URL for the Meta Search Web Server.

Access Permission This field is used to temporarily override source access that was

o= eI [Daort Overide | granted to users via the User/Group Privileges Adrministratar
Owerride functions
Access Confrol |ND y—— j This denotes whether to allow no users, only Local users, or All

ugers access to this source.

Figure A-15- Add New META Source
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Military Equipment Parametric and
Engineering Database (MEPED)

Add New MEPED Source

Ieped Description

Clueny bax Hits

heped URL

IMeped Source

This field describes Meped. This will appear in the preferences
section of the client.

This field specifies the max nurmber of hits to return for & queny. If

Access Permi
Creerride

Access Control:

1an

ID zara, then thera is na limit
|hrtp:,-",-"hostname:80 This field describes the URL for the Meped Web Server.
This field is used to temporarily override source access thatwas
I Don't Override j granted to users via the User/Group Privileges Administrator
functions
IND JyT— j This denotes whether to allow no users, anky Local users, or All

users access to this source

Figure A-16-Add New MEPED Source
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Modernized Integrated Data Base (MIDB)

Add New MIDB Source

This field describes the MIDB. This will appear in the preferences

MIDB Description IMIDEI Source cecion of the client.

Query Max Hits IU This field specifies lhg max number of hits to return for & queny. If
zero. then there is no limit

MIDB Diatabase MName IGMI ;S;}f;eld specifies the name of the database the midb_plugin will

IIDB Sybase [P I This field specifies the [P Address of the SYBASE serverthe

Address midlb_plugin will use to Connectto the MIDE database

MIDB Sybase Port IZSDD This field specifies the port of the SYBASE serverthe

midlb_plugin will use to Connectto the MIDE database

This field specifies the database login the midb_plugin will use to
Login to the MIDB database

iefuar Semumy el IT_LI Ligzgslgﬂgg?;zrmme the security classification of all MIDB

MIDB Database Login |midbuser

. This field is used to temporarity override source access that was
Access Parmission

- |D0n't Owverride j granted to users via the User/Group Privileges Administrator
Cwerride .
functions.
IMIDB Dietabase I This field specifies the database password the midh_plugin will
Password use to Login to the MIDEB database.
Access Control |N0 = j This denotes whether to allow no users. only Local users. or All

users access to this source.

Figure A-17-Add New MIDB Source

Note: The MIDB Database Login needs to be created on the MIDB server.
This Sybase user must default to the GMI database. Within the GMI
database assign the user the MIDB specified group read only, which is
part of the baseline system.
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Moving Target Indicator (MTIX)

Add New MITX Source

Then

el This field describes the MTIX Serwer spstem. This will appear in the
MTIX Description BTIX Archival server preferences section of the client.

Server Host IF address H Thiz is the IF Address where the MTIX Server iz running

Backend secver TCE/IF Fort  f000F This is the TCE/IP port where the backend secver is runming

el ST Fg MITX TRACK i specifies specific backend server tppe (TRACK, MTI, IMAGE, REPORT, WAV,

SENSOR_TASK, MISSIOH)

Sorateh Data Path o soratch direstory path for Mbix Plugin and Server use

FrReaes EuED Mo Acress - | Thie donsine diodor (o el oo seowm, @l Gesd s, oF LI Twow mecs

Reset Form cancel

Figure A-18-Add New MTIX Source
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Moving Target Indicator Real Time
(MTIX _RT)

Cataloging i Help

Session__ Searching

Ikem De

B enttine ctceming | SRS ECERASSECEIERS BRTEE S systen Thix wild sppeas in the

Server Host TP address This is the TF Address where the MTIX Server is rurming

Backend server TCP/IP Port ooz This iz the TCP/IP port where the backend server is running
Backend server Type MTIX BT TRACK — specifies specific backend server type (TRACK, WTI)

Backend Message secver Type  STREAM specifies specific type of message server supporting commmmications
scratsh Data Fath i tmp soratch direstory path for Mtix Plugin and Server vse

[ — Mo Aocess i | This demstes vhether to allow ae users, only Local vsers, or Al users acesss

Reset Fom | Cancel

Figure A-19-Add New MITX Real Time Source
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